
Food Town PRIVACY POLICY

This document determines the rules for the processing of personal data on the website www.
foodtown.pl in relation with the Regulation (EU) 2016/679 of the European Parliament and of 
the Council of 27 April 2016 on the protection of natural persons with regard to the process-
ing of personal data and on the free movement of such data, and repealing Directive 95/46/
EC (General Data Protection Regulation) (“GDPR”).

	 1.	 The collector of personal data is the company: SFF SPÓŁKA Z OGRANICZONĄ 
ODPOWIEDZIALNOŚCIĄ SPÓŁKA KOMANDYTOWA with its registered office in Warsaw, J. 
Dąbrowskiego 46/1 Street, post code 02-561 Warsaw, entered into the Register of Entrepre-
neurs of the National Court Register kept by the District Court for the capital park of War-
saw in Warsaw, 13th Commercial Division of the National Court Register under KRS number: 
0000844318, NIP (tax identification number): 5213898163 (“Collector”). Contact with the 
Controller may be made at the address indicated above or by e-mail sent to the following 
address:  ____________.  
	 2.	 We inform you about the purposes of personal data processing and the legal 
basis when concluding contracts or collecting data via the contact form. Your personal data 
may be processed for the purposes necessary for: (i) conclusion and performance of the 
contract to which you are a party, or (ii) taking action at your request before concluding the 
contract, or (iii) responding to the inquiry regarding elements of the Controller’s commercial 
offer or matters related to the Controller’s activity, or (iv) fulfilment of the legal obligation 
incumbent on the Controller, or (v) purposes resulting from legitimate interests pursued by 
the Controller, as well as (vi) on the basis of your consent - for purposes consistent with the 
content of the consent granted (i.a. for the purpose of sending the newsletter). In each case, 
when the processing is based on the legitimate interest of the Controller, it may include: 
pursuing the Controller’s claims, defending against claims directed against the Controller, 
direct marketing of the Controller’s services, providing services or communicating with you. 
The legal basis for the processing of personal data results from the provisions of the GDPR, 
i.e. Article 6 clause 1 letters a), b), c) and f) of the GDPR. 
	 3.	 Personal data may be stored for the period necessary to achieve the purposes 
indicated above, as well as the period of limitation of claims that may arise from the under-
taken obligations. In the case of data processing on the basis of your consent – the storage 
of personal data will take place until the consent is withdrawn. If the law requires the prior 
deletion of your personal data or its longer storage, the Controller will comply with such a 
legal obligation. 

	 4.	 You have the right to request from the Controller access to personal data con-
cerning you, its rectification or supplementation, if the data are incorrect or incomplete.

	 5.	 You have the right to request the deletion of your personal data in any of the 
following cases: 
	 5.1.	 the personal data are no longer necessary for the purposes for which the per-
sonal data were collected or otherwise processed; 
	 5.2.	 the data subject has withdrawn the consent on which the processing is based 
and there is no other legal basis for the processing; 
	 5.3.	 the data subject objects to the processing pursuant to Article 21 clause 1 of the 
GDPR and there are no overriding legitimate grounds for the processing, or the data subject 
objects to the processing pursuant to Article 21 clause 2 of the GDPR; 
	 5.4.	 the personal data have been unlawfully processed; 



	 5.5.	 the personal data must be erased in order to comply with a legal obligation un-
der Member State law to which the Controller is subject. 
This does not apply in the case referred to in Article 17 clause 3 of the GDPR.

	 6.	 You have the right to restrict the processing of your personal data in any of the 
following cases:
	 6.1.	 the data subject disputes the accuracy of the personal data – for a period allow-
ing the Controller to check the correctness of these data; 
	 6.2.	 the processing is unlawful and the data subject opposes the erasure of the per-
sonal data and requests instead that their use be restricted; 
	 6.3.	 the Controller no longer needs the personal data for the purposes of the pro-
cessing, but they are needed by the data subject for the establishment, exercise or defence 
of legal claims; 
	 6.4.	 the data subject has objected to the processing pursuant to Article 21 clause 1 
of the GDPR – until it is determined whether the legitimate grounds on the part of the Con-
troller override the grounds for objection of the data subject. 

	 7.	 You have the right to withdraw your consent to the processing of personal data 
(if the processing of personal data is based on your consent) at any time without affecting 
the lawfulness of the processing that was carried out on the basis of consent before its with-
drawal. 

	 8.	 If personal data are processed on the basis of Article 6 clause 1 letter f of the 
GDPR (i.e. for purposes resulting from legitimate interests pursued by the Controller), you 
may object to this processing, original or further, at any time, free of charge (Article 21 clause 
1 of the GDPR). In the event of an objection, the Controller may no longer process such per-
sonal data, unless it demonstrates the existence of compelling legitimate grounds for pro-
cessing overriding the interests, rights and freedoms of the data subject or for the establish-
ment, exercise or defence of legal claims. 

	 9.	 If personal data are processed for direct marketing purposes, you have the right 
to object at any time to the processing of personal data concerning you for the purposes of 
such marketing (Article 21 clause 2 of the GDPR). If the data subject objects to processing for 
direct marketing purposes, the personal data may no longer be processed for such purpos-
es. 

	 10.	 Your data may be made available to persons or entities authorized in accord-
ance with applicable law, in particular at the request of public or judicial authorities in cases 
justified by law, as well as authorized entities, when it is necessary for the proper perfor-
mance of the contract, e.g. providing data to the bank, investment contractor, notary office in 
connection with the signing of a notarial deed, property manager,  IT service providers. Our 
suppliers are based in Poland and other countries of the European Economic Area (EEA). In 
connection with the use of Google Analytics, personal data is transferred outside the EEA (to 
the United States of America). In connection with the transfer of your data outside the EEA, 
the providers are obliged to guarantee an adequate level of protection of personal data. 
These guarantees result in particular from the obligation to use standard contractual claus-
es adopted by the European Commission of the EU. Information on the transfer of data by 
Google is available: https://policies.google.com/technologies/partner-sites?hl.

	 11.	 You have the right to lodge a complaint with the President of the Office for Per-
sonal Data Protection if the processing of personal data concerning you violates the law 
(https://uodo.gov.pl/p/kontakt).



	 12.	 Predominantly, the personal data have been obtained from you (the personal 
data comes from the data subject); There may be cases where your data has been obtained 
from your employers, principals, clients or other principals.  

	 13.	 Providing data is voluntary; for specific purposes specified in the relevant 
agreements that are concluded by the Controller, providing data may be necessary to per-
form specific transactions or activities.

	 14.	 The Controller’s decisions are not made in an automated manner.

	 15.	 The Controller on the website uses cookies for statistical purposes, to track 
the operations performed by visitors on our website and to improve and personalize the 
user experience. There are two types of cookies – persistent cookies and session cookies. A 
session cookie is stored on the user’s computer only when navigating the website. When you 
close your browser, session cookies are deleted. The Controller uses Google Analytics and 
this may be related to the collection of information about visits to the website, which are col-
lected by Google from the accounts of logged in users (on Google) who have agreed to per-
sonalized advertising. The information collected by Google may be: your location, browsing 
history and information from websites that work with Google and is used to provide us with 
cumulative and anonymous insights into the behaviour of our customers. By using our web-
site and accepting tracking and cookies, you knowingly agree to such a link. You can check 
or delete information about yourself on Google My Activity.

	 16.	 Persistent cookies are, for example, used to store the user’s personal settings 
on the website so that the user does not have to repeat certain actions every time he or she 
visits the website. Session cookies are used to store statistical data on the use of the web-
site.  By using the website or by agreeing to our Privacy Policy and Cookie Information, you 
agree to cookies. If you do not agree to the use of cookies, you can disable the use of these 
cookies in the security/privacy settings of your browser. You can delete cookies from your 
computer’s hard drive at any time. If you do not want cookies to be used, you can disable 
them in the settings tab of your browser (see your browser’s help page for more information). 
In your browser, you can also delete cookies that have been saved in connection with previ-
ously visited websites. 

	 17.	 Any changes to the privacy and cookie policy will be made available on this 
website.


